**PS-10 — Privacy & Sensitive IDs (GDPR/PIPL-ready)**

**Intent:** Protect identifiers while staying verifiable.

**Flow**

* Sensitive IDs (passport/tax) stored as **tokenized** values; plain text never leaves secure zone.
* UI shows masked previews; compliance can reveal with RBAC + MFA.
* **Field-level encryption**; access logged; exports are redacted by default.

**Acceptance**

* Attempting to export raw IDs without privileges is blocked + logged.
* Tokenization still allows **exact-ID match** for screening.

**Innovations:** Tokenized matching; redaction by default with one-time reveal.